##### 附件

##### 开封职业学院数据安全保密协议

甲方：开封职业学院

乙方:

甲方向乙方采购 ，现为进行该系统与开封职业学院数字化校园平台数据集成的合作事宜，并为保护在此过程中涉及甲方所有的相关技术、关键数据（包括但不限于教职工、学生个人身份信息、开封职业学院组织架构信息、教学、科研、管理、服务相关信息，以及项目建设内部文件、建设规划和建设方案资料等）及相关权益，甲乙双方经友好协商特订立本保密协议书（下称“协议”），以资共同遵守：

一、数据使用目的与使用范围

甲乙双方为实现 与开封职业学院数字校园平台数据集成对接的目的，要求甲方向乙方提供 ，乙方从甲方获得的上述数据均为涉及开封职业学院业务管理、服务的具有保密性的关键数据，因此乙方在从甲方处获得上述关键数据后，应对关键数据的存储和使用进行严格保密和安全妥善管理。对上述关键数据的使用范围仅限于实现 ，除此之外，乙方未经甲方书面许可不得擅自将上述关键数据以任何方式提供给任何第三方。

二、双方义务及限制

2.1 甲乙双方了解并承诺，甲方向乙方提供的上述关键数据，均仅供为达成双方本协议第一条规定的共同目的而使用。除经甲方事前书面同意外，乙方不得以任何其它目的或用途为由，直接或间接利用甲方提供的数据进行与本协议第一条规定的目的无关的修改、加工、商业性开发利用等活动，否则视乙方违约，甲方有权追究乙方相应法律责任。

2.2 乙方只限于将上述关键数据提供给在本协议第一条规定的目的下参与数据操作和管理的乙方实施或者运维工程师等数据操作与管理人员，不得将关键数据提供给任何与实现数据集成对接无关的任何其他人员；乙方应确保参与数据操作和管理的乙方人员严格遵守本协议所规定之保密义务，如果数据操作人员有违反本协议规定的情况，即视为乙方之违约行为，甲方有权追究乙方相应法律责任。

2.3 上述关键数据进入 之后，乙方需严格做好系统安全测评和网络安全加固，如该系统因遭遇网络入侵、非法使用等原因造成甲方提供的关键数据泄露，乙方需承担违约责任，并且承担因此产生的全部法律后果和法律责任。

2.4 甲方向乙方提供的关键数据在传输过程中，乙方对关键数据产生的任何数据副本、残留数据，乙方必须在数据传输完成后及时进行清理销毁，否则一旦因为在数据传输过程中由于乙方未能及时妥善清理残留数据或者数据副本而造成关键数据泄露，引发的数据安全事故，乙方需承担因此产生的全部法律后果和法律责任。

2.5 如有违反或可能违反本协议的情形发生，乙方应立即通知甲方，以便于甲方尽早知情尽早做出预防，降低数据安全风险，以及尽可能减少因为数据安全事故而造成的相应损失和负面影响。

三、关键数据的所有权、终止及销毁

3.1 乙方承认甲方向乙方提供的上述关键数据始终为甲方的资产，数据的权威和所有权为甲方所有，乙方任何涉及数据侵权的行为视为违约，甲方有权追究乙方相关法律责任。

3.2 乙方如发生违反本协议的规定内容的行为，甲方可于任何时间终止本协议中规定的向乙方提供的关键数据，并要求乙方清除已经提供给乙方的所有关键数据及副本，乙方需以书面形式保证，数据清除过程没有以直接或间接等任何形式保留关键数据或数据副本。

四、声明

除非以书面形式特别约定，甲方保证按照本协议所向乙方提供的关键数据的真实性，但对关键数据的价值及精确性、实效性等不做任何保证。

五、不得转让

未经甲方事先书面同意，乙方不得将本协议的部分或全部或者本协议项下的任何权利或义务让与或转让给任何第三方。乙方任何未经甲方授权的转让均属无效。

六、协议副本

本协议一式三份，均为中文文本，甲方持有两份（项目主导单位持有一份，现代教育技术中心持有一份），乙方持有一份，具有同等法律效力。

七、有效期限

本协议书自双方授权代表人签字并加盖公章之日起生效，本协议永久有效。本协议的终止并不终止协议下的保密义务。

本协议共叁页。

甲方（公章）： 乙方（公章）：

甲方代表签字： 乙方代表签字：

日期： 日期：